> ' CONFIANCE
ACCREDITATION ‘ ‘ NUMERIQUE
SURVEILLANCE
DU MARCHE
NORMALISATION
-

‘ METROLOGIE

Introduction

24 April 2025

& ;
Jean-Philippe HUMBERT - Deputy Director, ILNAS .QW @ @ i‘



Presentation of ILNAS

- ILNAS
o Public administration under the authority of the Minister of the Economy, SME, Energy and Tourism

Creation: Law of May 20, 2008

Legislation in force: amended Law of July 4, 2014 reorganizing ILNAS
Total staff: 64 (April 2025)

ISO 9001:2015 certification

o O O O

PORTAIL-QUALITE.LU
QUALITE-SECURITE - CONFORMITE

UNE INITIATIVE DE L' I V'&q

STANDARDIZATION

ACCREDITATION

- National Standards Body (OLN) METROLOGY @

o Composed of 7 persons

o Close collaboration with the
E.l.G. ANEC-N

MARKET
SURVEILLANCE

DIGITAL TRUST



https://portail-qualite.public.lu/fr.html

ANEC - Agency for standardization and knowledge-based economy

Creation: October 4, 2010 < ANEC

Status: Economic Interest Group (EIG)

Objectives: Promotion, awareness raising and training, applied research in the field of
standardization and metrology in order to support companies’ competitiveness in
Luxembourg

Human resources: 8 persons, including 4 employees in the standardization department (April
2025)

Partners:
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Luxembourg standardization strategy 2024-2030

Technical standardization
"Inclusive tool for performance and excellence to serve the economy"

¢

N Pillar 1 — Use of relevant technical standards

Pillar 2 — Involvement in the standardization process

STRATEGIE
NORMATIVE
LUXEMBOURGEOISE

2024-2030 ‘
Outil inclusif de performance et

d'excellence au service de I'économie

Pillar 3 — Active participation of the NSB in the European and
international standardization organizations

IINAS

Pillar 4 — Development of research and education about
standardization

https://portail-qualite.public.lu/dam-assets/publications/normalisation/2024/strategie-normative-luxembourgeoise-2024-2030.pdf



https://portail-qualite.public.lu/dam-assets/publications/normalisation/2024/strategie-normative-luxembourgeoise-2024-2030.pdf

Luxembourg standardization strategy 2024-2030

Technical standardization
"Inclusive tool for performance and excellence to serve the economy"

TIINAS

3 growth sectors identified 2 relevant domains identified

INFORMATION AND
CONSTRUCTION COMMUNICATION
TECHNOLOGIES

Politique pour la normalisation
technique du secteur de la
20-2025)

‘construction (20;

*

NS

»  Computer Aided
Design (CAD)

»  Building Information
Modelling (BIM)

» 3D printing

»  Space data processing

»  Space traffic
management

»  Smart Mobility

I]:[_l> Identification of trans-sectoral standardization interactions


https://portail-qualite.public.lu/content/dam/qualite/publications/normalisation/2022/policy-on-ict-technical-standardization-2022-2025.pdf

Luxembourg’s policy on ICT technical standardization

“Foster and strengthen the national ICT sector involvement in
standardization work”

\ -=> Three lead projects

Policy on ICT Technical

Standardization (2022-2025) Promoting the ICT technical standardization to

/ the market
.

Reinforcing the valorization and the involvement
regarding ICT technical standardization

Supporting and strengthening the EaS and the
related research activities

IINAS

Politique pour la normalisation
techni

Politique normative nationale
ique du secteur de la
construction (2020-2025)

«1SO CASCO » 2022-2030

Politique pour la normalisation technique

Policy on Aerospa du domaine du développement durable

Technical Slandzr;flalion (2024-2026)
— > Policies for the other sectors and domains are based on

6 A similar lead projects

e
1NsS NS 6

"f»
A

https://portail-qualite.public.lu/content/dam/qualite/publications/normalisation/2022/policy-on-ict-technical-standardization-2022-2025. pdf



https://portail-qualite.public.lu/content/dam/qualite/publications/normalisation/2022/policy-on-ict-technical-standardization-2022-2025.pdf
https://portail-qualite.public.lu/dam-assets/publications/normalisation/2022/politique-normative-nationale-iso-casco-2022-2030.pdf
https://portail-qualite.public.lu/content/dam/qualite/publications/normalisation/2020/politique-pour-la-nornalisation-technique-du-secteur-de-la-construction-2020-2025.pdf
https://portail-qualite.public.lu/content/dam/qualite/publications/normalisation/2021/Policy-on-aerospace-technical-standardization-2021-2025.pdf
https://portail-qualite.public.lu/content/dam/qualite/publications/normalisation/2022/policy-on-ict-technical-standardization-2022-2025.pdf

Promoting the ICT technical standardization to the market

Standards Analysis

STANDARDS ANALYSIS

LUXEMBOURG
“ @ 0’.

€+ ANEC

ANALYSE NORMATIVE

LUXEMBOURG

2024-2025 - Standards Analysis

Content

o Standardization context of the related
sectors

o Presentation of European (CEN,CLC,
ETSI) and international (ISO, IEC)
technical committees active in the
related sectors (distributed among
subsectors relevant for the national
economy)

o Offer guidance to national
stakeholders for a potential future

STANDARDS ANALYSIS

LUXEMBOURG

Y

<

2.

involvement in the standardization
development process

- Updated annually (twice a year for ICT)




Reinforcing the valorization and the involvement regarding ICT technical

standardization

ISO/IECJTC 1

[ National Presidency by ILNAS ]

e JTC1[I28

INFORMATION TECHNOLOGY STANDARDS

AGs

CGs

SCs

end:

. Luxembourg’s participation

. No participation of Luxembourg

Telecommunica-

information
exchange between
systems

sC27
Information
security,

cybersecurity and
privacy protection

5C38
Cloud Computing

Platforms

Software and
Systems
Engineering

5C39
Sustainability, IT &
Data Centres

5C17
Cards and security
devices for
personal
identification

5C31
Automatic
identification and
data captures
techniques

scao
IT Service
Management
and IT
Governance

SC32
Data management
and interchange

5C41
Internet of things
and digital twin

5C42
Artificial
Intelligence

User interfaces

Consumer
protection in the
field of privacy by

design

NEW




Reinforcing the valorization and the involvement regarding ICT technical

standardization

ISO/IECJTC 1

1Sol{alIEC

mJTC 1/SC 27
mJTC 1/SC 42
mJTC 1/SC 41
mJTC 1/SC7
mJTC 1/SC 40
mJTC1

mJTC 1/SC 38
mJTC 1/WG 13
m JTC 1/SC 31
m JTC 1/SC 39
mJTC 1/SC 32
mJTC 1/SC 17
mJTC 1/WG 1
Artificial mJTC1/SC6
Intelligence JTC 1/SC 35

Cybersecurity

Trustworthiness

Cloud
Computing

| | Internet of Things

- 67 national delegates registered in ISO/IEC JTC 1 (92 in total for the ICT sector) ?



Reinforcing the valorization and the involvement regarding ICT technical

standardization

CEN/CENELEC

528 CENELEC

CEN/CLCIJTC19
vaere s, Blockchain and CEN/CLCITC 21 CENQ/faertfrﬁ 22
y ¥ Distributed Ledger Artificial Intelligence

Data Protection Technologies

Technologies

CEN/TC428
ICT Professionalism
and Digital
Competences

CEN/CLCITC 25 CEN/TC 225 C.EN/TC278
Data, Dataspaces, AIDC technologies Intelligent transport
Cloud and Edge g systems

CEN/TC465 CEN/TC468
Sustainable Cities and Preservation of
Communities digital information

CEN/TC434
Electronic Invoicing

10



standardization

TECHNICAL COMMITTEES

[ aTM
Access, Terminals,
Transmission and

( A
BRAN

Broadband Radio
Access Networks

( )

BROADCAST
EBU/CENELEC/ETSI on
Broadcasting

ARF

Augmented Reality
Framework

ENI

Experiential Networked
Intelligence

MAT

Multiple Access
Techniques

OEU

Operational energy
Efficiency for Users

RIS

Reconfigurable
Intelligent Surfaces

SOFTWARE DEVELOPMENT GROUPS

CDM

European Common

information sharing

environment service
and.Data.Model

F5G

Fifth Generation Fixed
Network

MEC

Multi-access Edge
Computing

PDL

Permissioned
Distributed Ledger

THz

TeraHertz technology

Reinforcing the valorization and the involvement regarding ICT technical

CIM

cross-cutting Context
Information
Management

ISAC

Integrated Sensing
And Communications

NFV

Network Functions
Virtualisation

QKD

Quantum Key
Distribution

ZSM

Zero-touch network
and Service
Management

\_ Multiplexing VAW \_ )
4 Y4 AY 4 )
CABLE
Integrated broadband CY B E R DATA
cable telecommunication Cyber Security Data Solutions
\_ networks PJAS AW Y,
4 Y4 N\( )
DECT EE
Digital Enhanced Ervi | e H EALTH
Cordess avronmenta eHEALTH
L Engineering
\_ Telecommunications \_ Y,
e aYa N
EMTEL ERM T
) Electronic Signatures
Emergency EMC and Radio and Trust
Communications Spectrum Matters L Infrastructures )
4 Y4 N\ ( )
HE INT ITS
Core Networlf f’"d Intelligent Transport
Human Factors Interoperability Systems
\_ PJAS Testing )
( N N\ ( )
X MSG MTS
) Mobile Standards Methods for Testing &
Lawful Interception Group Specification
L AN J
e N N ( )
RRS RT SAFETY
Reconfigurable Radio Railway Safety
Systems telecommunications \ )
s N N ( )
SAI SES SET
Securing Artificial Satellite Earth Stations Secure Element
Intelligence & Systems Technologies
e aYa N ( sTQ A
SmartBAN SmartM2M Speech and
Smart Body Area Smart M2M multimedia
Network Transmission Qualit
\_ J \_Zmmeson vl J
( Y4 )
TCEE
TETRA and Critical U S E R
Communications User Group
\_ Evolution AW )

( )

OCF OSL OSM

OpenCAPIF OpenSlice OpenSource MANO

L J
( )

TFS

TeraFlowSDN

—

https://www.etsi.org/committees

11


https://www.etsi.org/committees

Reinforcing the valorization and the involvement regarding ICT technical

1INAS standardization

ETSI
ETSI(___ ) R
\ ¥ e 13 ETSI members in Luxembourg SES
= Ranked 16" among the 63 countries with ETSI members your saelfs company
1990
-~ TINAS v o0
[LUXTMLST e e ° ¢
oQ p X
oq TECHNOL%GY ( ANEC | g . o ® o
y ®
AWS 1EE ‘ Jong 2008 . 0 e
2012 O ‘ POST Technologies
o ®
‘ 2015 ® ® o
2019 ® o
2020 .
Zwitness
2022 0 CTTterze Digitali

securityandtrust.u

12



Reinforcing the valorization and the involvement regarding ICT technical

standardization

National Standardization Commissions (ILNAS/NSCs)

ILNAS/NSC 01 — Cybersecurity (34 national delegates)

ISO/IEC JTC 1/SC 27
ISO/IEC JTC 1/WG 13
CEN/CLCJTC 13

ILNAS/NSC 02 — Conformity (12 national delegates)

ISO/CASCO
CEN/CLCJTC1

ILNAS/NSC 03 — Quantum Technologies (9 national delegates)

IEC/ISO JTC 3
CEN/CLCIJTC 22

ILNAS/NSC 04 — Artificial Intelligence (23 national delegates)

ISO/IECJTC 1/SC 42
CEN/CLCJTC 21

ILNAS/NSC 05 — Cloud and Data (6 national delegates)

ISO/IEC JTC 1/SC 38
CEN/CLCJTC 25

13



Supporting and strengthening the EaS and the related research activities

Research program “Technical Standardisation for Trustworthy ICT, Aerospace, and Construction” (2021-2024)

Research program “Technical Standardisation for Trustworthy ICT, Aerospace, and Construction”
(2021-2024) in collaboration with the University of Luxembourg

Trustworthiness

integration with Artificial Intelligence (Al)

Building Information Modelling (BIM) and its ’ 5y
bl =
ii y
y

Security

1 postdoc

O adgiialll

3 PhD
students

ateliite Images vata viarketpiace

QoANEC  SIT

Data
Privacy

KT, CONSTRUCTION AND AEROSPACE

\ ~ 4 &eanec ST

-> Last update presented during the
World Standards Day event
organized by ILNAS on the 15t
October 2024

TINAS | imilu | S1T 14

securityandtrustiu



https://ilnas-snt.uni.lu/
https://gd.lu/8WJHCk

Supporting and strengthening the EaS and the related research activities

Research program “Technical Standardisation for Trustworthy and Sustainable ICT, Construction and Aerospace”
(2025-2028)

Research program “Technical Standardisation for Trustworthy and Sustainable ICT, Construction
and Aerospace” (2025-2028) in collaboration with the University of Luxembourg

Artificial Intelligence

People-centered-design
Quantum Technologies
Resistance to natural disasters

Aerospace

15

IINAS | omidn | ST



Supporting and strengthening the EaS and the related research activities

White Papers & Technical Reports ILNAS

2020-2024 - ILNAS Research activities

1 White Paper
published

ARTIFICIAL
INTELLIGENCE

Technology
review

Economic
overview

Challenges

Technical
Standardization

S ——

4 National Technical
Standardization Reports
published

Technical Standardization
Report on Quantum
Communication & Technical
Standardization

16



Master MTECH (third promotion)

Master MTECH — ILNAS in collaboration with the University of Luxembourg
and the Chamber of Employees

PROGRANIME —

332 hours

of teaching

STANDARDISATION

Smart Secure ICT and Innovation

Technical Standardisation

TOTAL

B conm e

Internship
60 ECTS (+/- 750

hours)

=

Smart ICT Technologies |

Smart ICT Technologies |1

- BEEIR- ERE

TOTAL

DIGITAL TRUST FOR SMART ICT 285
Security for SmartlCT | 2
Security for SmartICT I 3

September 2024 -
September 2026

Trust Architectures for Smart ICT

r
ECTS
3

TECHNOPRENEURSHIP

Management of Business and Technical
Innovation

2 years
lifelong-
learning

Modules

Digital Intelligence

Legal Aspects

HNN

TOTAL

ECTS 7 students
Master Thesis 30
TOTAL

THE GOVERMMENT
OF THE GRAN UCHY OF LUXEMBOURG
Ministry of the Ecanamy

With the support of: ‘ﬁ
B2 CENELEC s 17
i A




STAY INFORMED ABOUT ILNAS ACTIVITIES

Portail qualité: ILNAS e-shop:
www.portail-qualite.lu https://ilnas.services-publics.lu/

Qe Qo Ak stes

PORTAIL-QUALITE.LU
QUALITE A

1IN natn. N

Sécurité et Santé Métrologe Accréditation et Confias Hormes Cybersecurity Act Libre circulation et
Notification numénque MNormalisation surveillance du
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1EC) 500 & votre portée |
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U ks e ecture sew est offert sratutement 8 phisieurs sndats ma Liverboure.

ElNormes imtbes | |Prcjemdenarme || Mormes wrutées | _|Hormes en anaue poblaue

La normalisation en vidéo : quelles sont les Mise & 'honneur de deux étudiants du La normalisation en v
normes qui contribuent a limiter la programme de recherche ILNAS-Université commun pour le BIM
prolifération des débris spatiaux ? du Luxembourg 2017-2020 Ladigialsarion fait désormais par

S———— - T i

BECHERCHE MUAMCEE

Cormement rechiershes s normes T Comiment achetes des narmes 1 Comment recevir des normes !

Informez-vous auprés du [ o e Nous sounaitez consulter toutes nos actualites

Point de Contact Produits Iarchivage lactronique

PORTAIL-QUALITELU

— Inscription 4 notre Newsletter o o
e normalisation aunattez e tenu nforme des dernseres IINAS

Formez-vous 2 la
normalisation et 2 la
métrologie

Consultez les services

d'étalonnages
Vous supposez un defaut sur un produit

Newsletters: https://portail-
qualite.public.lu/fr/support/newsletter.html

curité et rappel
t pour bébés

T Social Networks:

al (10/08/2021)

o ) e . m u

alogie
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o
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Commenter une norme
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http://www.portail-qualite.lu/
https://ilnas.services-publics.lu/
https://portail-qualite.public.lu/fr/support/newsletter.html
https://portail-qualite.public.lu/fr/support/newsletter.html
https://www.linkedin.com/company/ilnas
https://www.youtube.com/channel/UCiGeFq_P0HPdBcqohXjEpkA
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Presentation of the April 2025 edition of the Standards
Analysis ICT Sector — Luxembourg

24 April 2025

Nicolas DOMENJOUD — Responsible ICT & Technical Standardization, ILNAS .wa @ @ i‘



What is this document?

Policy on ICT Technical . . . .
Standardization (2022-2025) Promoting the ICT technical standardization to

/ the market
v

2 Reinforcing the valorization and the involvement
regarding ICT technical standardization

3 Supporting and strengthening the EaS and the
related research activities

IINAS

A main outcome of
“Drawing up a yearly national standards analysis for the Smart Secure ICT sector”

resource
information

online
20



What is this document?

STANDARDS ANALYSIS

LUXEMBOURG

Vrion 1300Kenbe XD
0 & ‘ L

GANEC

A single-document resource of technical
standardization committees covering the »
overall ICT sector

g‘ CENELEC £™s(—)
L — | N D To help you identify quickly and

ey o efficiently those SDOs and committees
t'l\'rgui ) relevant to your business

What aims? A ' ’,
* Sources of technical standards that - -
. . 4 -
might impact you & = &
* |dentify committees connected to

your business within which |£,

participating might by of interest

21



What is this document?

An overview of ICT standardization overall

Digital Trust
Green ICT
Financial
Cloud technology
Computing
...and

- Budding technologies (and their security) > Budding committees in standardization...
BUT ALSO

- Maintenance of standards, and contributions to standards projects, in “classic” topics

22



Content - Chapter 1: Technical Standardization and Standards

;lj CENELEC E™si(@C—): « Quick overviews of ISO, IEC, ITU-T, CEN, CENELEC,

ETSI

{{C%;EU * Definitions and purpose of standardization (World

Trade Organization, European legislation)

A presentation of the main national actors
* |ILNAS, your national standards body
 ANECGIE, in support of ILNAS for the
promotion and standardization...
...and the delivery of services!

| \IAS‘C

ANEC

23



Content - Chapter 2: ICT Subsectors definition

m==) Technical committees of interest broken down by sub-
sectors

e
e
3
3
E;
H

m==p Sub-sectors inspired by the European Commission’s Rolling
Plan for ICT technical standardization, which defines the
most important standardization initiatives and actions
supporting EU policies

=== The Rolling Plan 2025 identifies around 260 actions
grouped into 40 technological or application domains
under 5 thematic areas: foundational drivers, key enablers,

Z

societal challenges, innovation for the single market and europe.ec.europa.eu/collection/rollin
. g-plan-ict-standardisation/rolling-
sustainable growth olan-2025

https.//interoperable-

24


https://interoperable-europe.ec.europa.eu/collection/rolling-plan-ict-standardisation/rolling-plan-2025
https://interoperable-europe.ec.europa.eu/collection/rolling-plan-ict-standardisation/rolling-plan-2025
https://interoperable-europe.ec.europa.eu/collection/rolling-plan-ict-standardisation/rolling-plan-2025
https://interoperable-europe.ec.europa.eu/collection/rolling-plan-ict-standardisation/rolling-plan-2025

Content Chapter 2: Subsectors

-

FOUNDATIONAL

KEY ENABLERS

DRIVERS

Data Economy,
Cloud and
Edge

Computing Digital Trust:
Cybersecurity,
Network and
Governance of Information security,
IT Trustworthiness, and
Privacy protection

Telecommunications
and Networking, and
Emergency
Telecommunications

Accessibility of
ICT Products
and Services

Robotics and
Autonomous
Systems

V-

SOCIETAL
CHALLENGES

E-Health,
Healthy Living
and Aging

Education,

Digital Skills
and Digital
Learning

Software and
Programming
Languages

INNOVATION AND

Electronic
Identification and
Trust Services
Including e-
Signatures

Artificial
Intelligence,
Big Data and

Virtual Reality

Quantum

Internet of Technologies

Things

DIGITAL SINGLE

SUSTAINABLE GROWTH

MARKET

Blockchain and
Distributed
Ledger

Fintech Technologies

Smart Cities

Communities

Intelligent
Transport
Systems

ICT
Environmental
Impact: Green

ICT

Smart Grids and

Smart Metering,

Efficient Energy
Use

Digitisation of
European
Industry: Smart
Manufacturing




Content - Chapter 3: ICT Sector Standards Watch — Technical Committee’s

ID-cards

ILNAS/NSC 05 — Cloud and Data

ISO/IEC JTC 1/SC 38 - Cloud Computing and
Distributed Platforms

CEN/CLC JTC 25 - Data management, Dataspaces,
Cloud and Edge

ETSI/TC DATA — Data Solutions

CEN/TC 468 - Preservation of digital content

ISONEC JTC U5C 38 @
CLOUD COMPUTING AND DISTRIBUTED PLATFORMS

GENERAL INFORMATION

2009 AMSI (United States)
e e Dr. Anish Karmarkar Mr. Bill Ash

Standardization in the areas of Cloud Computing and Distributed Platforms including:
Foundational concepts and technologies;
Operational issues;
Interacfions among Cloud Computing systems and with other distributed sysiems.
SC 38 serves as the focus, proponent. and systems integration entity on Cloud Computing,
Distributed Platforms, and the application of these technologies. 5C 38 provides guidance
to JTC 1. IEC, IS0 and other entifies developing standards in these areas.
AG1  Stakeholder engagement
AG2 JTC 1/SC 38 Officers group
AG S  Long-term strategy
AGE  Collaboration with CEN-CENELECATC 25
CAG  Chair's Advisory group
CG 1 Liaison coordination growp for JTC 1/SC 27
CG2 Liaison coordination group for JTC 1/SC 41
CG3 Liaison coordinafion group for JTC 1/SC 42
CG 4  Liaizon coordination group for JTC 1/SC T
CG5 Liaison coordinafion group for JTC 1/WG 13
WG 3  Fundamentals
WG5S Stakeholders considerations
e wG e Data, interoperability and portability
hitps:fiwww.iso.org/committee/501355. himl
STANDARDIZATION WORK
Published

INTERNATIONAL MEMBERS AND NATIONAL INVOLVEMENT

P-Members 28 participafing members (including Luxembourg)

25 observing members

Ixemd g Nofe: Nations! participation in {SOAEC JTC 1/5C 38 iz done wia ILNAS" National Standardization
= Commizzion NSC 05 "Cloud and Data®, which centralizes and coordinates Luxembourg experfs”
LS work in this field.




Content - Chapter 3: ICT Sector Standards Watch — Technical Committee’s
ID-cards

ISQIIEC JTC 1/5C 42
ARTIFICIAL INTELLIGENCE -

T, KEY ENABLERS

Mr. Wael William Diab ST s Heather Benko

Manager
Standardization in the area of Arificial Intelligence

Serve as the focus and proponent for JTC 1's sfandardization program on Arfificial TeIecom munications
Intelligence;

Provide guidance to JTC 1, IEC, and IS0 commitiees developing Arfificial and Networklng, and RObOtICS and

Intelligence applications. Emergency Autonomous
AHG 4 Liaison with SC 27 . .
AHG 7 JTC1 joint development review Telecommunications Systems
JAG  Joint Advisory Group on Al and sustainability with ISO/EC JTC 1/5C 39 and
JTC 1SC 42
JWG 2 Joint Working Group JTC 1/SC 42 - JTC 1/5C 7: Testing of Al-based systems
JWG 3 Joint Working Group JTC 1/SC 42 - TG 215 WG: Al enabled health informatics

Electronic
Identification and
Trust Services
Including e-
Signatures

JWG 4 if:;fsmng Group JTC 1/5C 42 - IEC TC 65/5C 65A: Funciional safety Efnd Accessibility of Art!f|c|a| Cloud and
JWGE 5 ‘;:;;':;ow Group JTC 1/SC 42 - TC 37 WG: Natural Iangu-age processing ICT Products |nte”|gence’ Edge
mee ‘;uhn;'guir;nﬂ s(;.:.:lrl:nsnc 1SEA2 - ISOICASCO: Conformily. assessment and Services Blg Data and Computing

JWG 7 Joint Working Group JTC 1/SC 42 - ISO/TC 65: Arificial intelligence
WG 1 Foundational standards

WG2 Data

WG 3 Trustworthiness

WG 4 Use cases and applications

WG 5 Computational app and p al char istics of Al sy Softwa re and

hitps:fiwww.is0.0 mittee/6794475 himl .
STANDARDIZATION WORK Programming Internet of
Languages

Virtual Reality

Quantum
Technologies

.
INTERNATIONAL MEMBERS AND NATIONAL INVOLVEMENT
45 participating members {including Luxembourg)

25 observing members
F—— Note: Nationsl partisipation in ISO/IEG JTG 1/SG 42 is done via ILNAS" National
. Standardization Gommission NSG 04 "Artificial = which and
involvement e T e et

: = |LNAS/NSC 04 — Artificial Intelligence

= |SO/IECJTC 1/SC 24 — Computer graphics, image processing and environmental
data representation

: = |SO/IECJTC 1/SC 42 — Artificial Intelligence

: = CEN/CLCJTC 21 — Artificial Intelligence

= ETSI/TC SAI — Securing Artificial Intelligence

ek e A A R AR A B R BB AR AR R AR A R AR AR AR AR AR AR nnnnnnn e ; 27



Content - Chapter 3: ICT Sector Standards Watch - Other information

“ TITLE AND LINK RELATED SUBSECTOR(S)

m Operational aspecis Telecommunications and Networking, and
Also, some information on: S ———— —

Environment, EMF & circular economy ICT Environmental Impact: Green ICT
Eroadband cable & TV

Protocols, testing & combating Telecommunications and Metworking, and
counterfeiting Emerg Tel icati
Performance, Qo5 & QoE

o ITU-T Study Groups
o ETSI Industry Specification Groups

Cloud and Edge Computing

Fulure networks Telecommunications and Metworking, and
o CEN/CENELEC Workshops SR
Transport, access & home Telecommunications and Networking, and
Multimedia & digital technologies Emergency Telecommunication
| ws | TITLE AND LINK RELATED SUBSECTOR(S) Digital Trust: Cybersecurity, Network and
Digital Trust: Cybersecurity, Securi Inf_onnalion sec_urify, Trustworthiness, and
CENICLCIWS SN ) Metwork and Information security, Privacy Protection
D50 e B e T Trustworthiness, and Privacy 0T, smart cities & communities Internet of Things
protection
i Tabie 1: ITU stu =3
Industry Best Practices and an Industry Cods of ot of Things o grove
CENICLC/WS N ; " Telecommunications and
SEP2 Conduct for Licensing of Standard Essential Networking, and Emergency
i i i . .
Patents in the field of 5G and Internet of Things Telecommunication m TITLE AND LI RELATED SUBSECTOR(S)
[FEUSE | - ooronriaie Digital Services Framework Accessibilty of ICT Products and m Augmented Reality Framework - _ _
AADSF Services European Common information sharing Artificial Intelligence and (Big) Data
mE el s Urban search and rescue (USaR) robofic platform  Robofics and Autonomous cDM environment service and Data Model
INACHUS technical and procadural interoperabili Systems — Smari Cilies and Communities. and
(= 1(v Lo | Predictive management of data intensive gi’;:z:;'a";e;ﬂg;;:;::: Iﬁj'ﬂ];t?;_m c B R e e N [
Monsoon indusirial processes . ’ . ) icati etworki
Smart Manufacturing m Experiential Networked Intelligence Te:ﬁ;um“"mah.;:s EIG icati —
Workshop on Best Praclices and a Code of Internet of Things = mergen_l:y B et u T e m
(= 1w e | Conduct for Licensing Industry Standard Essential  Telecommunications and Sth Generation Fixed Network Telecommunications and Networking,
SEP-oT Patents in 5G and the Internet of Things (loT) Metworking. and Emergency and Emergency Telecommunication
including the Industrial Intemet Telecommunication e e ety ) e e Telecommunications and Metworking,
Digital Trust: Cybersecurity, and Emergency Telecommunication
(w2 e lel i Interoperability of security systems for the Metwork and Information security, e Techni Telecommunications and Networking,
" . . ) pl i) -
ZONeSEC surveillance of widezones Trustworthiness, and Privacy Ulpls mboges [22N0LES and Emergency Telecommunication
— —— protectorj = Mulfi-access Edge Computing Intemet of Things
=5 e B, ST Reference model for distribution applicafion for Smart Grids and Smart Metering, Tel icati aN )
T micrognids Efficient Energy Use m Network Functions Virtualisation .
[#= (W Lo "E3 0 European Connected Factory Platform for Agile and Emergency [elecommunication

S s e O Manufacturing Interoperabili m Operaticnal energy Efficiency for Users ICT Environmental Impact Green ICT
DIII S 70 Defects in Digital Manufacturing Terminology Digitisafion of European Industry: Permissioned Distributed Ledger Blockchain and Distributed Ledger
Smart Manufacturin Technolegies
CENWS g
_ o Digital Trust Cybersecurity, Network
Smart-CE- Smart CE marking for the construction indus GQuanhum Key Distiufion and Information security
Marki Quantum Key Distribution ,
ng Trustworthiness, and Privacy protection

Digital Trust: Cybersecurity,
Metwork and Information security,
Trustworthiness, and Privacy
protection

Telecommunications and Networking,

e BRI S Trusted Data Transaction and Emergency Telecommunication

R Y

Table 3: CEN and CEN/CLC Workshops (W3S)

m Reconfigurable Inteligent Surfaces

m TeraHertz technolo Telecommunications and Metworking,
n Zero-touch network and Service Management and Emergency Telecommunication
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Content - Chapter 4: Opportunities for the National Market

Details on ILNAS and ANEC GIE products and services,

= Market meetings
= News items in standardization
= Standards watch service

= Reading stations
= e-Shop

= Public enquiry commenting

= Becoming a delegate in standardization
o Research and education

= White papers and technical reports

= General and technical training sessions
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The EU strategy for data and the complex EU regulatory ecosystem

U

Data legislation

Data Governance Act || Open Data Directive High-value Data Sets GDPR _

il i i . . . . . il il High

Fle® | L B OB 2| L3R D|®) -
ey Datasets
Health Industrial || agriculture || Finance || Mability Green Energy Public Skills EOSC Tourism Cultural Media || Language fan:l
& Deal Adrmin. heritage public

Manufact. sector

European Data Innovation Board
* Facilitate the sharing of best  *

practices interoperability standards

Prioritisation of cross-sectoral .

Data Spaces Support Centre
Development of blueprint, *
glossary, etc.

projects

Technical infrastructure

Standards /
Interoperability

Digital identity
(elDAS)

Smart Middleware
solutions
(Simpl)

High-Performance
Computing

Support of data space

Testing and
Experimentation
Facilities

Source: European Commission
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The EU strategy for data and the complex EU regulatory ecosystem

Ensure - 1.~ inthe allocationof  Private sector data, parsonal and non- b s S
% : T R Sy ; g Businesses. public sector bodies, cloud and
Data Act data value among the actors of the data personal data, gpd co-generated (loT) other data processing servica providers
economy data ata processing servi i
Digital Tackle imbalances caused by the pemu"u' S Cloud and other data processing service

Markets

MARKET POWER of galekeepers

Ensure TRUST in data transactions

Promote use of OPEN DATA

Ensure FREE FLOW OF DATA other
than personal dala within lhe Union

Ensures a high-level of DATA
PROTECTION and free flow of personal
data in the Union

held by online platforms and originating
from the users

Public and private non-personal data,
and personal dala voluntarily made
available by data holders

Data in an open formal that can be freely
used, re-used and shared by anyone for
any purpose

Non-personal data

Personal data

providers, large data platforms

Data intermediation service providers, public
seclor bodies, (Recognised) Dala Altruism
Organisations

Public seclor bodies, bodies governed by public
law, public undertakings, universities

Mamber States, compatant authorities,
prolessional users

Data controller, data processor, data subjact,
DPO, supervisory authorties, EDPB

Promole & compelitive market
according to SECTOR-SPECIFIC rules
where necessary, e.g, automotive

Personal and non-personal data

Individuals and private and public sector bodles

Main objectives of the Regulation (EU) 2023/2854 (Data Act)
o Ensure fair access to data for businesses, consumers, and public administrations

Empower users to control and benefit from the data generated by their connected devices
Facilitate data sharing across sectors to boost innovation and economic growth

Protect personal data while promoting transparency and legal certainty in data usage

Support public sector access to private sector data for emergency response and public interest

o O O O
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The EU strategy for data — Standardization overview

Rolling Plan for ICT
standardisation 2025
(Multi-Stakeholder Platform)
Data Economy and Data
Interoperability

Report on Data Interoperability
(High-Level Forum on EU
Standardisation)

Report endorsed in March 2024

European
European Data P

Standardisation

Strategy T

Annual Union Work Programme
on EU Standardisation 2024
Action 10: EU Trusted Data
Framework

— 7N\

Standardisation Request
EU Trusted Data Framework

~\

33
Source: European Commission


https://interoperable-europe.ec.europa.eu/collection/rolling-plan-ict-standardisation/data-economy-rp-2025
https://ec.europa.eu/docsroom/documents/58914
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:C_202401364
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:C_202401364
https://ec.europa.eu/docsroom/documents/62854

Standardization in support of the Data Act

Technical standardization
A support for complying with the EU regulatory ecosystem

EU Directive / EU Regulation
Standardisation requests
Can be used by manufacturers, other
economic operators and conformity .
assessment bodies to demonstrate that - Harmonised standards
their product, service or process
complies with relevant EU legislation
Publication in the OJEU
Adoption by the National Standards
Bodies of the Member States
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Standardization in support of the Data Act — ILNAS role

Revamped governance for the public-private partnership of the European
Standardisation System

Forum
International
positioning/European
I \I _\g N —> Implementation stakeholder participation
| - Strategies == in technical committees;
1 P alliance building with
y I - 1 strategic partners (US,
v -7 l Japan, Canada etc.
Commission Legislative 7
Work Programme Annual Union Standardisation Pre-normative work
- - Request to
EU policies (European Work P r9graml!1e > CEN /CE?\IELE C/ETSI Education + skills
Green Deal, Digital Decade, and priority setting
industrial strategy, ; TINAS Funding questions
innovation agenda, space, I . K
\ -\ ; a;t—trtaic "
National policies/initiatives \\ A 9b standardisation wo
: \ pproved by Who does what
Experts group inputs < the
el Committee on ETC.
1'NAS | MSP on ICT | Standards
T (EUMS)
Commission EU Excellence d
Hub . — IINAS B o,
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Standardization in support of the Data Act — Article 33

Data Act: Chapter VIII - Interoperability - Essential Requirements

o Article 33: Essential requirements regarding the interoperability of data, data sharing,

and common European data spaces

o Article 34: Interoperability for the purposes of in-parallel use of data processing
services

Article 35: Interoperability of data processing services

Article 36: Essential requirements regarding smart contracts for executing data
sharing agreements

1. Participants in data spaces that offer data or data services fo other participants shall comply with the following
essential requirements (...) :

(a) the dataset content, use restrictions, licences, data collection methodology, data quality and uncertainty shall be
sufficiently described, (...) to allow the recipient fo find, access and use the data;

(b) the data structures, data formats, vocabularies, classification schemes, taxonomies and code lists, where available,
shall be described in a publicly available and consistent manner;

(c) the technical means to access the data (...) shall be sufficiently described to enable automatic access and
transmission of data between parties (...)

(d) where applicable, the means to enable the interoperability of tools for automating the execution of data sharing
agreements, such as smart contracts shall be provided.

3. The participants in data spaces that offer data or data services to other participants in data spaces which meet the
harmonised standards or parts thereof (...) shall be presumed to be in conformity with the essential requirements (...)

4. The Commission shall, pursuant to Article 10 of Regulation (EU) No 1025/2012, request one or more European
standardisation organisations to draft harmonised standards that satisfy the essential requirements laid down in
paragraph 1 of this Article.
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Standardization in support of the Data Act — Article 33

- Final draft Standardization Request on European Trusted Data Framework addresses
Article 33 (https://ec.europa.eu/docsroom/documents/62854)

o 7 European standardization deliverables to be developed by CEN, CENELEC and ETSI

Reference information Deadline for the
adoption by the ESOs

1. | Harmonised standards on Trusted Data Transactions 1 June 2026

Part 1: Terminology, concepts and mechanisms

2. | Harmonised standards on Trusted Data Transactions 1 November 2026

Part 2: Trustworthiness requirements

3. | Harmonised standards on Trusted Data Transactions 1 May 2027

Part 3: Interoperability requirements

4. | Technical specification(s) on a data catalogue implementation 1 March 2026
framework

5. | Technical specification(s) on an implementation framework for 1 September 2026
semantic assets

6. | European standard on a quality framework for internal data 1 March 2027
governance
7. | Technical specification(s) on a maturity model for Common 1 September 2026
< European Data Spaces
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https://ec.europa.eu/docsroom/documents/62854

Standardization in support of the Data Act — Article 33

Reference information

Deadline for the
adoption by the ESOs

Harmonised standards on Trusted Data Transactions

Part 1: Terminology, concepts and mechanisms

1 June 2026

Harmonised standards on Trusted Data Transactions

Part 2: Trustworthiness requirements

1 November 2026

Harmonised standards on Trusted Data Transactions

Part 3: Interoperability requirements

1 May 2027

= Potentially allocated to CEN/CLC JTC 25

Technical specification(s) on a data catalogue implementation
framework

1 March 2026

Technical specification(s) on an implementation framework for
semantic assets

1 September 2026

European standard on a quality framework for internal data
governance

1 March 2027

Technical specification(s) on a maturity model for Common
European Data Spaces

1 September 2026

ETSI/TC DATA

Potentially allocated to CEN/CLC JTC 25

38



Standardization in support of the Data Act — Article 33

Reference information

Deadline for the
adoption by the ESOs

Harmonised standards on Trusted Data Transactions

Part 1: Terminology, concepts and mechanisms

1 June 2026

Harmonised standards on Trusted Data Transactions

¥

Part 2: Trustworthiness requirements

1 November 2026

Harmonised standards on Trusted Data Transactions

Part 3: Interoperability requirements

1 May 2027

Technical specification(s) on a data catalogue implementation
framework

1 March 2026

Technical specification(s) on an implementation framework for
semantic assets

1 September 2026

European standard on a quality framework for internal data
governance

1 March 2027

Technical specification(s) on a maturity model for Common
European Data Spaces

1 September 2026

v

JTC 25 NWIP based on CWA 18125:2024
‘Trusted Data Transaction-part 1’

JTC 25 NWIP based on prCWA ‘Trusted Data
Transaction-part 2’, projected DAV:2025-05-09

JTC 25 NWIP based on DSSC Data Spaces
Support Centre deliverables (Liaison request
approved by JTC 25)

SEMIC action has developed documents

DSSC has produced a basis in its Blueprint

i% hENs candidate for citation requiring HAS assessment (EC assessment)
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Standardization in support of the Data Act — Article 33

Trusted Data Transactions

Harmonised standard consisting of: 1) The way to make data discoverable (findable), including but not
limited to metadata of data content, licences, data collection

Part 1: Terminology, concepts and methodology, data quality and uncertainty.

MEELITATE 2) The structure of data sharing agreements, enabling to formally

Part 2: Trustworthiness requirements record the data usage conditions (licences), data quality
conditions, service level agreements, and agreements on

Part 3: Interoperability requirements monetary or non-monetary compensation.

Enables participants in data spaces to 3) The way to describe the technical access to the shared data, to

comply with Article 33 (*) of the Data Act enable to enable automatic access and transmission of data

between parties.

4} The way to manage usage resirictions of shared data, based on
(*) Essential requirements regarding interoperability consent and licensing agreements.

of data, of data sharing mechanisms and services, 5) The way to document the data being shared, including but not
as well as of Common European Data Spaces limited to descriptions of data structures, data formats,
vacabularies, classification schemes, taxonomies and code lists.

6) The way to ensure observabilty and auditability of data

transactions.
Data catalogue implementation framework
Technical specification(s) defining a a) Define the common catalogue metadata, to be applied across all
framework for standardised catalogue Common European Data Spaces.
metadata b) Establish rules on the definiton of domain-specific catalogue
Supports the findability of data in catalogue SHaces: to be applied in selected Common European Data
services within and across data spaces. P .

40
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Standardization in support of the Data Act — Article 33

Semantic assets implementation framework

Technical specification(s) defining a a) Specify criteria for the selection of semantic assets.

frame_worlf' for semantic assets (\:'ocabularu_es, b) Specify methods for the semantic annotation of shared data, the
classification schemes, taxonomies, code lists Jetailed metadata, based on the semantic assets mentioned under

and ontologies) and detailed metadata. point (a).

Supports the interpretation and analysis of
shared data within and across data spaces.

Quality framework for internal data governance

European standard for the internal data a) Define best practices for data rights management, including data for
governance of data space participants. which the data space participant is the rights owner, data for which
another party is the rights owner, and data obtained via consent.
Enables the guality assessment of data
governance processes and systems of
parties participating in data spaces. c) Ensure that the concept of data spaces is consistently understood
and effectively implemented across various contexts, rigorously
aligned with the language and intent of the relevant legal texts on
European and national level, covering horizontal and vertical
legislation.

b) Define best practices for data quality management.

d) Address the way to meet domain-specific (non-regulatory)
requirements, for example imposed by data spaces.

e) Be articulated in practical, non-legal language that is accessible to
all stakeholders.

f) Be adapted to the resources available to small and medium sized
organisations, by offering simplified processes and templates for
easy implementation.

41
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Standardization in support of the Data Act — Article 33

Maturity model for Common European Data Spaces

Technical specification(s) defining a maturity
model for

Enables the and

of data sharing initiatives based on a set of
standard key performance indicators and a
supporting reporting structure.

Aims to establish
as a brand or quality label

Source: European Commission

a)

b)

d)

Enable to evaluate the of a data space, both
internally between the data space participants as well as across
data spaces, according to each layer of the European
Interoperability Framework.

Enable to evaluate the maturity of a data space in terms of the
of Common European Data Spaces listed in section
2 of the Staff Working Document on Data Spaces

Enable to evaluate the maturity of the data space in terms of the

Provide (including societal
and environmental) generated through data being shared in the
data space, also considering the international dimension
(national, EU, non-EU) of data space participants and data flows.
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Standardization in support of the Data Act — Article 35

- Data Act: Chapter VIII — Interoperability - Essential Requirements

o Article 33: Essential requirements regarding the interoperability of data, data sharing,
and common European data spaces

o Article 34: Interoperability for the purposes of in-parallel use of data processing

services

[ o Article 35: Interoperability of data processing services

Article 36: Essential requirements regarding smart contracts for executing data

sharing agreements

sepe ) [ asma ]

Art 35 (4)
Commission Request
for harmonized
standards

Requirements for

standards and
specifications

Source: European Commission

Art 35 (7) MS inform

the Commission that Art 35 (8)

a specifcation does Union Repository
not cover (1) (2)

Art 35 (5)(6) Common
specifications (via IA).
Consultation
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Standardization in support of the Data Act — Article 35

é As part of the ongoing study
\

specifications

Identification of
standards and

_ Criteri::] to specifications g Repository
=] assessinese Analysis of
requirements existing
standards and ap analysis
™ Assessment specifications

process
o Pioritization

The Commission may launch a new request for harmonised standards, which...

aim at:
Interoperability between different services of the same service type (i.e. the standard would be
specific to an individual service type)

Portability of digital assets

Functional equivalence
address:
Cloud interoperability aspects (transport, syntactic, semantic, behavioural, policy)
= Cloud data portability aspects (syntactic, semantic, policy)
= Cloud application aspects (syntactic, instruction, metadata, behavioural, policy)

Source: European Commission
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Standardization in support of the Data Act

Technical standardization
A support for complying with the EU regulatory ecosystem

CEN/CLC JTC 25
DATA MANAGEMENT, DATASPACES, CLOUD AND EDGE

GENERAL INFORMATION

Creation date [JJE0PZ] UNI (ltaly)
Mr. Dipl.-Inf. Sebastian Steinbup  FEEaac 0 Ms. Helen Camevale

Standardisation in th f dat t, data Joud and edk Iudi .. . .
o ata govemance, data quaity and dat Hoeyeie management, The initial focus of the Committee's Work Programme is to
- interoperability, portability and switch ability; . . B
g;gsta:r'rf:_"c’"a' (FETMELS & i, Wekhg 7 DErEgE support the standardization needs of EU regulatlons that are
i g:r?zgst:i::Ig;yr?ggjcetglse,vgiI:t?itli)?J?esdcgsmgzi(ing devices, data services. elther already In place or under development) as part Of the
WG1  Advi . .
| WG2 Dataspaces European Data Strategy. A key example is the harmonized
HHEHIIE WG 3 Data management and governance e . " )
WG4  Cloud & Ed
ttgs/!standaorlélscencgﬁeleceu/dvn!wwwlﬁp =205:7:0:::FSP_ORG_ID:3485479&cs=1E Standard on mteroperablllty reqUIred by the EU Data Act
F27AE97B5DBDAYBIS0D3DAF8BD63366 il H
e to facilitate exchanges between different data spaces.

o
standards
INTERNATIONAL MEMBERS AND NATIONAL INVOLVEMENT
34 members of CEN/CENELEC
Note: National participation in CEN/CLC JTC 25 is done via ILNAS’ National Standardization

Lil:l)‘(,i’::::;gts Commission NSC 05 “Cloud and Data”, which centralizes and coordinates Luxembourg
experts’ work in this field.

ILNAS/NSC 05 “Cloud and Data”
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11 NAS Introduction — ILNAS/NSC 05 “Cloud and Data”

Context
* The data economy is a major driver of innovation, economic growth, and competitiveness
across Europe
* To unlock its full potential, the EU adopted the Data Act, aiming to:
o Ensure a fair and secure use of data
o Strengthen user rights and data access
o Promote trust in data-sharing environments

The Role of Technical Standardization
* Ensures interoperability, security, and trust in digital technologies
* Facilitates compliance with regulations like the Data Act
* Supports innovation by providing common technical frameworks
* Helps small and large actors compete on equal footing

Why ILNAS/NSC 05 Matters
* A new national standardization commission to:
o Align Luxembourg’s efforts with European priorities
o Enable stakeholders to contribute to European and international standards
o Ensure national stakeholders are aware of ongoing standardization activities
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1INAS ILNAS/NSC 05 “Cloud and Data” - Overview

Creation of a one-stop shop for Cloud and Data standardization

National experts can register within a single NSC to access all relevant standardization

committees and projects
Pooling of efforts for better collaboration and consistency

Stronger participation in European standardization projects

and Data

52 CENELEC

CEN/CLCIJTC 25 Data ISO/IECITC 1/SC 38 Cloud
Management, Dataspaces, computing and distributed
Cloud and Edge platform
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1INAS ILNAS/NSC 05 “Cloud and Data” - Overview

International level

SofyalieC

ISO/IEC JTC 1/SC 38 “Cloud computing and distributed platforms”

Scope:
Standardization in the areas of Cloud Computing and Distributed Platforms including:
* Foundational concepts and technologies,
* Operational issues, and
* Interactions among Cloud Computing systems and with other distributed systems

European level
"'3‘;-.
L — |

CENELEC

CEN/CLC /JTC 25 “Data management, Dataspaces, Cloud and Edge ”

Scope:
Standardization in the area of data management, dataspaces, cloud and edge, including:
* data governance, data quality and data lifecycle management;
* interoperability, portability and switch ability;
* organizational frameworks and methodologies, including IT management systems;
* processes and products evaluation schemes;
* smart technology, objects, distributed computing devices, data services.
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Example of standards and projects on Cloud and Data
ISO/IEC JTC 1/SC 38 “Cloud computing and distributed platforms”

Example of published standards:

ISO/IEC 19944-1:2020, Cloud computing and distributed platforms - Data flow, data categories and data use -

Part 1: Fundamentals
* Abstract:

This standard defines the fundamentals of data flows in cloud computing and distributed platforms
involving connected devices. It presents a comprehensive data taxonomy, clarifies the types and
movements of data between devices, cloud services, and users, and considers the legal, technical, and
policy implications. It serves cloud service providers, customers, users, and any stakeholders engaged in

managing or governing data flows.

ISO/IEC 19944-2:2022, Cloud computing and distributed platforms - Data flow, data categories and data use -
Part 2: Guidance on application and extensibility

* Abstract:
This document provides guidance on the application of the taxonomy and use statements from

ISO/IEC 19944-1 in real world scenarios, and how to develop extensions to the data taxonomy, data

processing and use categories and data use statements.
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Example of standards and projects on Cloud and Data
ISO/IEC JTC 1/SC 38 “Cloud computing and distributed platforms”

Example of ongoing projects:

ISO/IEC AWI 10822-2, Cloud computing - Multi-cloud management
*  Abstract

This document provides an overview of identity management in a multi-cloud environment. It extends
the existing cloud computing reference architecture in ISO/IEC 22123-3 to describe an identity

management in a multi-cloud environment.

ISO/IEC AWI 11034, Information technology - Cloud computing - Trustworthiness in cloud computing
*  Abstract

This document provides an overview, frameworks, and concepts for Trustworthiness in cloud computing.

ISO/IEC CD 20151, Information technology - Cloud computing and distributed platforms - Dataspace concepts

and characteristics
*  Abstract

This document provides the foundational concepts and essential characteristics of dataspaces. This

document is applicable to all organizations.
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Example of standards and projects on Cloud and Data
CEN/CLC JTC 25 “Data management, Dataspaces, Cloud and Edge ”

Ongoing Projects Initiated within JTC 25 based on the standardization request on Data
Interoperability and Trust

Context:

In response to the European Commission's Standardization Request, JTC 25 has launched several
projects aimed at supporting trusted data sharing, interoperability, and governance across sectors.

Examples of Ongoing Projects:

Implementation Framework for Trusted Ontologies and Data Models
Trusted Data Transactions

Quality Assessment of Internal Data Governance Processes

Maturity Assessment of Common European Data Spaces

Cloud Computing — Switching and Interoperability in a European Context
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1INAS Why to get involved in standards’ development ?

<o ANEC

Why to get involved in standards’ development ?

* Collaborate to defend common interests
* Learn about your competitors and their positions in meetings

* Promote your organization and your skills at national, European and international
levels

*  Access drafts standards and influence their content based on your know-how
* Propose new standards projects

* Increase your knowledge regarding the state of the art in standardization of your
core business

* Anticipate the evolution of your activity sector’s good practices
* Integrate strategic network of national, European or international experts
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How to get involved in standards’ development ?

Become a national delegate

» Who can participate?

— Open to all socio-economic actors in Luxembourg

»  Costs of participation?

— Registration is free-of-charge

> How to register?

- Registration is done using ILNAS/OLN/F001a form (Initial registration) or ILNAS/OLN/FO01b form

(Additional registration)

- Upon receipt of the duly completed and signed registration form, it will be submitted to the

“Standardization Management Committee” for approval

»  Registry of Experts (Mars 2025)
- 325 experts are registered

- 1062 registrations in technical committees

Registre national des délégués en normalisation - Mars 2025

Mombre d'inscriptions aux comités techniques :

CEN

CENELEC 12
CEN/CLC

CEN/CLC/ETSI

ECISS o
1SO/1EC

150

Total

Mombre de personnes inscrites: 325

24774340 - Fax : (+352) 2479 43 40 - Email : normalisation@ilnas.etat by - vww portail-gualite.lu
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To conclude...

<o ANEC

»  ILNAS/NSC 05 “Cloud and Data” — Key Takeaways

(@]

(@]

Centralized platform for participating in cloud and data standardization
Better alignment with European and international priorities

Stronger national voice in shaping future standards

Early access to key developments and networking with experts

Open to all socio-economic actors in Luxembourg

»  Join the ILNAS/NSC 05 as a national delegate to

o

o

o

Contribute to current projects
Influence upcoming standards

Help shape standards aligned with the EU Data Act, supporting
interoperability and trusted data sharing

Propose new initiatives
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1INAS Stay informed about the activities of ILNAS
<0ANEC

Portail qualité: ILNAS e-shop:
www.portail-qualite.lu https://ilnas.services-publics.lu/

[INAS
[e-shop ]

EEEEE

Standardization Newsletter:
https://portail-qualite.public.lu/fr/support/newsletter.html e
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